- Ransomware, ato de sequestrar os dados da vítima e devolvê-los apenas em troca de um resgate;

-Aproveitamento de brechas no aplicativo whatsapp para instalar um software de vigilância paragovernospoderem espionar jornalistas e ativista;

-Invasão de dados de usuários que utilizaram a Amazon entre 2005 e 2019;

-Sequestro de dados de cidades Americanas, o maior ataque foi o Baltimore;

Empresa Prosegur atingida por ataque que travou vários arquivos importantes do mundo;

-Ataque a dados de 11,9 milhões de clientes;

-Aproveitamento de brechas nos sistemas de iPhone (iOS) e Android para vigiar a uma comunidade, na China;

-Roubo de dados por um hacker paquistanês chamado Gnostic Players, mais de 218 milhões de usuários foram atingidos;

-Infestação de virus para clientes da empresa ASUS por meio de uma atualização de sistema falsa;

-Fotos de rostos de quase 100 mil pessoas e placas de carro foram roubadas em um ataque;

-Ataque que travou todo o sistema da empresa norueguesa de alumínio Norsk Hydro, esse ataque ficou mundialmente conhecido como o ataque de US$ 75 milhões;

-sequestro de dados de milhares de jogadores do jogo Fortnite.